                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                  THE SCOPE OF COPYRIGHT 

Charlotte Waelde and Professor Hector  MacQueen

Arts and Humanities Research Board

Research Centre for the Study of Intellectual Property and Information Technology Law

School of Law

University of Edinburgh 

[image: image1.png]



This is part of a much longer version of this paper prepared for publication by the Intellectual Property Institute, London.

SUMMARY

This paper considers the scope of copyright in the light of the so-called “digital (or Internet) revolution” of the last twenty years, and raises some issues about the future shape of the law which seem to require further investigation and reflection.  In particular, it argues that much of the reform of copyright law which has occurred since the mid-1990s has been driven by the concerns of what we call the “entertainment industry”, the producers of recorded music, films and software games, responding to the problems of rampant piracy facilitated by the very digital technology in which the original products now typically appear.  This sector has used these reforms to its best advantage, pursuing actual and perceived infringers through the courts where domestic legislation allows, and resorting to self-help measures to supplement and sometimes override the statutory framework where that environment is found wanting.  The legal reforms are however general in nature, and not confined in their impact to the entertainment industry or even necessarily to digital products.  Relatively little has been heard as yet about the impact the policies will have upon the interests of education and research and the sectors, private and public, which support and provide for these interests.  Copyright law has given a special place to these interests through exceptions and limitations woven into the fabric of the law since the nineteenth century.  But these exceptions and limitations, which are in any event interpreted rather variably in the world’s legal systems, have been under gradually increasing pressure in the reform of copyright: in the European Union (EU); notably, many have been made optional for Member States.  The effect of the resultant changes in the law outside the entertainment industry has been little considered or studied.  

Digital producers have not relied on copyright law alone for their protection from piracy.   As already noted, digital technology is a double-edged sword, in that it enables both the creation of exciting new products and their unauthorised, rapid and perfect multiple copying by pirates.  In favour of the producers, however, is the fact that the technology allows the building into products – and also now into the hardware needed to play the products - of devices that protect against such unauthorised copying, and that may indeed bar even access to the product until such conditions as may be imposed upon access are met by the would-be user.  This is particularly important with regard to Internet-based dissemination of digital products, but its significance is not confined to that arena, as shown by recent experience with DVDs.  While clearly these protective devices are of critical importance to the creation of markets using the new forms of distribution made possible by the Internet and digitisation, and have therefore themselves received specific legal protection as part of the reform of the law of copyright, further questions are raised about the effect on the established copyright exceptions and limitations, especially in sectors outside the entertainment industry.  That such questions are of importance is confirmed by the admittedly ambiguous provision in European legislation requiring Member States to ensure that the private use exception is made available to the public where it has legal access to the protected work.  

The paper thus concludes by suggesting that there are now at least three major questions of policy and fact requiring further investigation:

· how is policy for digital dissemination being interpreted in sectors not concerned with entertainment, (e.g., education and research, and supporting industries such as libraries and archives; i.e., how are producers exercising their rights here?); 

· what impact is that having on the digital delivery of content?

· is the copyright policy that has been followed in recent reforms suitable for digital dissemination of works in those sectors outwith the entertainment industry?

COPYRIGHT AND THE INTERNET
The debate about the role and scope of copyright in the digital context was sparked by varying visions of what the Internet and, following it, the ‘information superhighway’ should be about.  For government and commercial interests, it was a means of economic development.  At a bare minimum, the Internet was an information, marketing and advertising device capable of reaching an ever-widening number of citizens, consumers and buyers.  All kinds of producers could in effect set up shop on the Internet.  A good example is Amazon.com, the on-line bookshop, offering traditional products (books and so on), but being in touch with its customers through electronic communication across the web.  But the technology which underlay the Internet – the digitisation of information and material of all kinds – also created the possibility of new types of electronic product and services which could be traded primarily on the Internet.  Computer programs and games were the most familiar type of digital product before the Internet took off; these could now be made available on the Internet for downloading directly to computers linked to the relevant website.  Also familiar by the end of the 1980s were the digital CD-Roms which were largely replacing analogue cassettes and the still-surviving vinyl record as the primary means of disseminating recorded musical performances.  The Internet opened up the possibility, soon realised by Napster and others, of a kind of global jukebox
 from which music enthusiasts could download to a local computer at any time whatever took their fancy.   From music it was but a short step to films, albeit if a full-length feature the latter required far more digital capacity in both the carrier and the player – a technical problem solved for the moment by the technique of compression and the development of the ‘digital versatile disk’ (the DVD) and broadband.  Digitisation also enabled the rapid development of the multi-media product, combining written text with sounds and images still and moving.  A well-known example of this is Microsoft’s Encarta encyclopaedia, but there are innumerable others.

The key point in all this was that, by contrast with the analogue world in which, although copying was easy, the copy was invariably less good than the original, the digital work would always copy perfectly.  The downloader would get as good a version as the master on the original site – and would get it increasingly easily and quickly as the technology moved on.  The Internet thus provided a tremendous new way of reaching consumers of information and entertainment products in the comfort of their own homes.  But the difficulty also facing those minded to exploit these opportunities was precisely the ease and speed of digital reproduction.  How could consumers be made to pay for the material they downloaded in this way?  How could pirates, those making copies for their own commercial gain without the authority of the originator, be stopped from exploiting the technology and thereby undercutting the latter’s market?  


A pragmatic answer to these problems was provided by the technology itself: the product could be locked behind technological barriers (or ‘walls’ or ‘fences’) – encryption, so-called ‘water-marking’, passwords and so on – requiring authorisation and payment through electronic means before they could be opened up or set aside.  The legal answer to the problem of ensuring that the user paid for strictly defined rights of use was multi-faceted.  First, make certain that the law of copyright applied to the Internet and that material placed there enjoyed copyright and unauthorised copying thereof was infringement.  Second, and perhaps even more important,  grant the protection of the law to the technological systems against acts of circumvention, and prevent making available devices that could be used to circumvent the anti-circumvention measures.  

Further, the trans-national character of the Internet entailed a law of copyright which was substantially the same everywhere.  Enforcement might be difficult, but the existence and application of copyright combined with the anti-circumvention measures would send a message to consumers and pirates alike, and provide a basis, as copyright has always done, for charging those who would make and/or own copies of works under the protection of the law.  This leads to another point.  Because users tend to access works on a one-to-one basis, so contractual conditions can be placed on, not only access to the underlying work, but also use of the work.  Copyright and technical protection measures are thus bolstered and reinforced by contract terms.  

But copyright has never been a full property right or monopoly. Neither has copyright ever been about perfect control over copies of creative works.
   Rather, there have always been a number of limitations and exceptions which evolved, not only to give the author sufficient incentive to produce new works to satisfy the public interest, but also to ensure that parts of existing creative works are available to build upon in the creation of new works.  This need to place some limitation on copyright was recognised by the framers of the Berne Convention.  Numa Droz,  the Swiss president of the first Diplomatic Conference in 1884, told the delegates that ‘limitations on absolute protection are dictated, rightly in my opinion, by the public interest. The ever-growing need for mass instruction could never be met if there were no reservation of certain reproduction facilities, which at the same time should not degenerate into abuses’.
  These considerations led to the ‘three-step test’ in the Berne Convention, which provides that limitations or exceptions to exclusive rights must be:

(1) confined to certain special cases;

(2) that these cases must not conflict with the normal exploitation of a work; and

(3) that these cases must not unreasonably prejudice the legitimate interests of the right holder.  

There is, however, a difference between the Anglo-American and Continental systems regarding the way in which these exceptions or limitations operate, with the former taking them to be rather a limit on the grant of property whilst, by contrast, the latter perceive them rather as an exception to the property right granted.  Equally there are differences in approach with the way in which they operate in domestic law, with the US and the UK favouring broad fair use or fair dealing provisions (albeit in different ways), but the Continental systems focussing rather on narrow, limited categories.  

The policies at domestic level underpinning these provisions are often far from clear.  In a number of cases an exemption might simply be the result of political bargaining rather than principled development.  Indeed, the list of limitations to be found in the European Union’s Infosoc Directive of 2001, together with the protracted process of drafting that instrument, suggests that many are included (or excluded) for pragmatic political reasons rather than on a principled basis.  On matters of principle, the ‘three-step test’ to be found in the Berne Convention and other instruments is often called upon to justify or to refuse a specific measure.  The three-step test appears more suited to Continental copyright systems with their closed categories, than it does to either the UK or the USA, with their more open-ended and thus less legally certain notions of fair dealing and fair use.  Notably, a proposal to add a more open-ended fair dealing type of provision to the Infosoc Directive failed.  

However, the question must arise as to the extent to which this closed category of exceptions in the Infosoc Directive is actually suited to the digital era.  In 1886, when the Berne Convention was finalised, clear concern was expressed in relation to education of the masses.  That was at a time when imperfect copies of works could rarely be made. But now, in an era when perfect copies can be made, but the potential for control to prevent those copies from being made is greatly increased, is the test originally to be found in the Berne Convention, and now repeated in the latest Treaties, one that is suitable for the information age?  Following on from there is the question as to whether the  exceptions to be found in the Infosoc Directive – deriving at least in part from the three-step test – are what is needed either to protect authors or to stimulate creativity and provide a reward for investment?  This question becomes all the more acute when looking to the accumulation of copyright, technical protection measures and contract as tools supporting the dissemination of creative works.  How are these measures in the Directive being interpreted and implemented in domestic law?  What effect is that then having, not only on the education sector, but on all aspects of society where works are used for the advancement of knowledge, whether by authors, by educators or by researchers?

A further, related, development has been the implementation in a number of systems around the world of special regimes for the protection of databases.  Databases have long been accorded protection under the Berne Convention;
 but that protection has generally been considered to apply only to the selection and arrangement of the contents, and not to the contents themselves.   That granting protection for the contents of a database is controversial can perhaps best be understood by the failure to agree a standard for protection in this area at international level, evidenced by the breakdown in negotiations at WIPO in 1996 which had been aimed at developing a Treaty for these purposes.  In the absence of any internationally agreed standard, the EU in 1996 enacted a specific instrument, the Database Directive,
 which protects the structure of the database by way of copyright, but also accords a separate sui generis database right against extraction and re-utilisation of the contents.   This instrument has been used in many of the Member States of the EU by litigants seeking to protect the content of websites from unauthorised extraction and re-utilisation.  The cases show conflicting and often confusing outcomes, all of which have implications for the digital dissemination of information and works.  But a number of cases from EU Member States have held individuals liable for deep-linking to web sites as unauthorised extraction and re-utilisation.  Those countries, such as the USA, Japan and Australia, which do not have a specific regime of protection for the contents of databases, have attained similar outcomes by other means.  Australia, for instance, protects databases (including apparently the contents) by way of copyright. The USA has developed the concept of trespass to chattels, as well as managing to attain a similar result by way of contractual terms obtained when distributing the database commercially.  However, the rationale for protecting database content is far from settled.  Protection generally goes far beyond what might be expected under copyright, in that pure information is often the subject of the right.  The effect on the development of research has yet to be measured, although, with proprietary rights extended in this way, the impact must be more than negligible.

WHAT IS HAPPENING NOW?

In the second part of the paper we examine what has been happening in relation to digital dissemination and copyright by reference to news stories, litigation and legislative enactments, mostly emanating from the USA, where the majority of the changes to domestic legislation required in terms of international obligations have been implemented, so making it, to some extent, the testing bed for these new laws and their effects on commercial and consumer practices.  It is clear that the principal concerns are those of what we call the entertainment industries, in particular, the producers of recorded music, films, and software.

We highlight in particular the apparent proliferation of ‘peer to peer’ [P2P] file-sharing on the Internet, allowing users to copy MP3 files directly from the hard drive of another user without the need, as in Napster, to rely on a central index.  This was the subject of the recent Grokster case in California, in which it was held that the absence of any central control over how users used the P2P systems in question meant that, unlike Napster, there was no liability on the suppliers for vicarious or contributory infringement of copyright.
  There is evidence that the phenomenon of P2P now takes in films as well as music and computer programes and games, following the development of compression and broadband technologies.  On the question of the impact this activity is having on entertainment company profits, we remain agnostic:  other factors, such as the state of the economy, and the easy availability of CD’s and DVD’s, in the form and containing the tracks that users want, will also have a bearing on the sales of pre-recorded music, films and software.  There is also a tendency by the entertainment industries to argue that every copy made through the medium of file-sharing is a lost sale.  That begs the question as to whether the person who made the copy would actually pay to acquire a legitimate copy.  

Three of the recent legislative reforms appear to be particularly important as the entertainment industry strives to contain P2P file-sharing.  One is the new public communication right, which is exactly geared to the fact of one-to-one (as opposed to one-to-many) communication via the Internet, and enables such communications to be ‘chargeable events’ so far as the copyright owner is concerned.  The second is the protection of anti-circumvention devices, discussed earlier, ensuring that the copyright owner’s gate at which the charge is exacted cannot legally be overcome.  Finally, there is Internet Service Provider (ISP) liability, under which copyright owners may require such providers to remove infringing material being made available through their servers.  

We also consider contract law.  Because works disseminated in digital form, whether over the Internet or on DVD or CD Rom, tend to be used on a on-to-one basis, so the copyright owner can set up contract conditions to govern both access to and use of the underlying work.  A current and important debate, the answer to which is far from clear, is over the extent to which contract conditions could alter the boundaries of copyright as set out in the legislation of individual states.  This question becomes particularly acute in relation to the limitations and exceptions to be found in the law.  If, for example, one Member State of the EU chose to incorporate into domestic law an exception to be found in the Infosoc Directive, permitting a work to be used for the purposes of parody and pastiche, could the copyright owner then make it a valid condition of access to and use of the work that it was not to be used for these purposes?  If such a clause is valid, then it would suggest that copyright owners, rather than regulators and legislators, determine the limits of the copyright monopoly in the digital era.  It is noteworthy that in 2002 the Australian Copyright Law Review Committee recommended that the Australian Copyright Act be amended to provide that an agreement excluding or modifying statutory copyright limitations be of no effect. 


To understand fully the pursuit by the copyright industries of unauthorised copies found on the Internet, it is useful to consider what aspects of dissemination are being targeted.   More specifically, at what have copyright owners set their sights when seeking to exercise control over dissemination of creative products?  Three can be identified: 

· content (digitised products, web pages etc) 

· hardware making up the Internet (computers, servers and wires) 

and 

· access to the Internet (by way of ISP’s).  

It has already been noted that the anti-circumvention provisions are one of the most important measures for copyright owners.  Two particularly high-profile cases illustrate the zeal with which the industry has been willing to pursue the infringers. The first concerns the film industry and the encryption program CSS.  This case started in Norway in early 2000 when a student, Jon Johanson, wrote the DeCSS decryption program designed to overcome the encryption controls (CSS) on DVD’s.
  Eric Corley gave details of the DeCSS on his website, 2600.com.  The MPAA sued Corley, using the anti-circumvention provisions in the DMCA, and was successful.
  The Court rejected the argument that the purpose of the DeCSS program was to allow purchasers of the DVD’s to play them on computers running the Linux operating system, and was an instance of fair use.  A second case, also concerning the anti-circumvention provisions, occurred where a Russian programmer, Dmitry Sklyarov, was arrested on arrival in the USA to present a paper at a conference.  His alleged crime was that he had written a program that could decrypt the technical controls surrounding Adobe’s e-book reader.  This machine allowed one to download e-books from the Internet, but only subject to terms and conditions.  The encryption program incorporated in the reader only allowed a user to ‘use’ the e-book in the ways dictated by the technology supplemented by the contract terms.  Although Sklyarov has since been allowed to return to Russia, the company for which he worked was charged with the same offence, although it has now been found not guilty. 

Of all the domestic legislation enacted to date containing anti-circumvention provisions, it is the US Digital Millennium Copyright Act (DMCA) which has attracted most attention.   Recent reports highlight some of the ‘unintended’ consequences of the legislation.  Apart from the Sklyarov case, the DMCA has also 

· been used as the basis upon which to make threats against a US university professor who wished to publish a paper on circumvention of controls used to defeat watermarking technologies used in conjunction with dissemination of digital music; 

· caused academics from jurisdictions outwith the USA to decline to publish results of research which could be said to contravene the terms of the Act; 

· led scientists from outside the USA to express concerns about travelling there lest their work could be found to contravene the DMCA and thus render them liable to arrest if they entered US territory; 

· made publishers require indemnities from authors lest anything in a published article should result in liability under the DMCA; 

· led to requests for certain discussions to be removed from newsgroups where it might concern anti-circumvention activity; 

· been used to deter intrants to the market where a product might be based on reverse engineering of a software program (although this is lawful in the US).
 

· make threats against universities and individual students in respect of downloading activities being carried out by students using university computing facilities  

Whether all or any of these consequences were or could have been foreseen when anti-circumvention legislation was first discussed at international level must be a moot point.  The entertainment industry has certainly interpreted the legislation to its advantage, using it to shape the way in which content is delivered.   

What is also particularly noticeable is that the anti-circumvention provisions themselves form an extra level of protection for creative works, over and above that derived from copyright law.  This conclusion stems from the fact that there may be no need to reproduce a work (i.e. infringe the exclusive right of the copyright owner) before liability can attach under the anti-circumvention provisions.  This might, in turn, lead to a question as to the proper place of these anti-circumvention provisions in copyright policy.  This becomes all the more acute when it becomes apparent that there can be no question of a user engaging in fair dealing or exercising any one of the other ‘limitations/exceptions’ to be found in the law of copyright unless access can be gained to that work.  The issue then becomes the exercise of the balancing features within the law of copyright that copyright policy has historically insisted upon to meet the interests of the author, the entrepreneur and the user.  
The technological protection systems developed by the copyright industry are most effective if the hardware used to access and copy the works also forms part of the measures.  For instance, an encryption code in the work that prohibits access is more effective if the work has to be run through a chip embedded in a computer which decrypts the work, rather than simply relying on the code itself.  It is for this reason that sectors of the copyright industry are seeking to negotiate with the electronics industry to ensure that such mechanisms are built in to the hardware.  Some headway has already been made in persuading parts of the electronic industry to include copy protection mechanisms into the hardware in particular, where the devices will be used to listen to music, although these initiatives are based on agreement rather than any form of legislative requirement.  


Perhaps the most far-reaching proposal to date to force manufacturers of electronic products to include copy protection measures in hardware has emanated from the USA, where a Bill to this effect has been proposed, the Consumer Broadband and Digital Television Promotion Bill. The legislation would require that copyright-protection mechanisms be embedded in PCs, handheld computers, CD players, and anything else that can play, record, or otherwise manipulate digital information.  Perhaps unsurprisingly, the Bill has encountered a good deal of opposition both from the electronics industry and from consumers.  Whether it becomes law in either its current or a modified form remains to be seen.  
Recent attempts have been made in a number of jurisdictions to impose a system of levies on computers.  There are however a number of difficult and unresolved issues.  The first is that, as mentioned, these levies have normally existed to compensate copyright owners for private copying, where that is permitted.  It would appear that the purpose of these ‘new’ levies would rather be to compensate copyright owners for unauthorised copying, but not to legitimise making copies.    

The third area over which the entertainment industries are seeking to exert control is access.  Access refers not only to access to a particular work protected by a technological protection system as discussed above, but also to access to the Internet.  As already indicated, there are both regional and national initiatives in place to deal with liability of ISP’s for content placed on their servers which infringes copyright.  

CONCLUSION

From the above discussion it becomes apparent that to date the entertainment industry has been most active in developing, using and enforcing the means at their disposal to control digital content.  The targets have been 

· the integrity of technical protection systems 

· the development of channels to secure content from digitisation through to the end user 

· having allegedly infringing content removed from the Internet where found.  

This raises the critical question about how those other parts of the copyright industry (such as publishing) whose activities might more generally be considered to contribute to education, research and the advancement of knowledge, might react to the digital dissemination of their works.  This is true also for how the strategy that they choose will impact on the provision of services by libraries and archives whose activities support this sector.  Will the publishing and other industries be as active in content protection as the entertainment industry has been, even where their products are to support research and education?  Or will these parts of the industry recognise that there might be benefits to be had from a more relaxed regime of protection?  It would appear that there is nothing to stop the publishing sector from following the same route as the entertainment industry. The  activities pursued in the entertainment sector do appear to be within the letter of the law.  However, this has been supplemented by initiatives taken by the entertainment industry that go beyond even domestic legislation, whether through contractual terms, or more commonly, by writing the terms of dissemination into the code through which the content is delivered.  To date, there is no suggestion that this is unlawful in terms of copyright law. However, their combined implementation raises the question whether the public interest goals historically pursued through the development of copyright policy might have been overtaken by the desire to ensure that the Internet, as a means of communication, is as friendly to the interests of copyright owners as possible.  


The framework is now in place within which the entertainment industry can fight its own battles.  It is tempting to say, let them carry on.  This is not to belittle the problems faced by that sector.   Works protected by copyright serve very varied needs.  Entertainment products tend to be consumed.  Other creative works serve to enrich and enhance knowledge and thus form the platform from which advancements are made for the benefits for the whole of society.  The rampant piracy dogging the entertainment sector is unlikely to trouble the research and education sector to the same extent.  A recent survey carried out by the European Commission and Eurostat, considering the diversity of the cultural habits of Europeans, confirmed that both television and cinema were important to all Europeans, but fewer read books on a regular basis.  Of those that do, the majority do so for entertainment purposes.
  Further, the commercial reality is that the entertainment industry has huge resources at its disposal.  It has lobbied long and hard at international, EU and national level to shape policy decisions to meet its own ends.  It has the resources to use those laws in pursuit of its goals.  Much more problematic now is the question as to how those same laws will impact on the building blocks of knowledge.  This part of the copyright industry is far less cohesive in terms of being a lobby group, and equally, it has far fewer resources at hand to use to lobby for specific outcomes.  One good example of this in the European sphere, has been the debate over the exceptions and limitations which were, or were not, to be included in the Infosoc Directive.  The aim of the entertainment industry was to have as narrow categories as possible.  By contrast, those arguing on behalf of the education, library and research sectors would have preferred to have seen as broad permissions as possible, whilst respecting the interests of authors.  The debate is further complicated through the adherence to the Berne three-step test resulting in at times odd alliances between those from author’s rights systems and rightholders.   


Three questions thus arise, as stated at the outset of this paper:

· how is policy for digital dissemination being interpreted in sectors not concerned with entertainment, (e.g., education and research, and supporting industries such as libraries and archives; i.e., how are producers exercising their rights here?); 

· what impact is that having on the digital delivery of content?

· is the copyright policy that has been followed in recent reforms suitable for digital dissemination of works in those sectors outwith the entertainment industry?

These most pressing questions need to be answered at a European level sooner rather than later.
  The Infosoc Directive was due to be implemented into the domestic laws of Member States by 22 December 2002, but even now only two States have done so.  That Directive contains a number of critical provisions regarding anti-circumvention measures, as well as complicated procedures designed to enable a user of a work protected by copyright exercise a number of the limitations/exceptions to be found in that instrument.  These limitations/exceptions in turn are merely permissive, so disparities in implementation in Member States might have important consequences.  For instance, if one state were to permit the use of a work for parody, but another did not, would the content provider simply bar access to that work through code and/or contract in the state where that limitation/exception had not been enacted?  Or will the content owner go to the difficulty and expense of writing code that will conform to the domestic legislation of each Member State?

To this end, it is suggested that empirical research is essential to find out what is happening in the research, education, library and archival sectors in Europe with the implementation of the Infosoc Directive with particular focus on:

· the implementation of the optional copyright exceptions and limitations in the Member States of the EU, and the perceived impact of the choices made upon the education and research sectors

· the use and impact of digital and other technologically based protective devices with regard to the education and research sectors, including the contractual provisions deployed alongside the use of such devices

· the interaction between copyright exceptions and limitations, protective devices and associated contracts, and government regulation of the area.
� For this image see Paul Goldstein, Copyright’s Highway: The Law and Lore of Copyright from Gutenberg to the Celestial Jukebox (New York, 1994), especially chapter 6.


� L Lessig, Intellectual Property and Code , (1996), 11 St. John’s J. Legal Comment 635, 638.‘While we protect real property to protect the owner from harm, we protect intellectual property to provide the owner sufficient incentive to produce such property.  ‘Sufficient incentive,’ however, is something less than ‘perfect control.’’.


� 	WWIPO 1886, Berne Convention Centenary 1986, Geneva 1986, 105.


� Berne Convention Article 2(5).


� Directive 96/9/EC of 11 March on the Legal Protection of Databases;  1996 OJ L77/20. This followed on the action plan set out by the Commission in 1991 COM (90) 584 final 17/1/1991 in which the European Commission proposed to harmonise national laws within the EU on the legal protection of databases.  


� MGM Studios Inc and others v Grokster Ltd and others, decided by the US District Court for the Central District of California on 25 April 2003.


� Johansson himself has been the subject of a criminal prosecution in Norway as a result of his activities. He was recently cleared of any offence by a court, but it is understood that an appeal has been lodged by the prosecutor in the case.


� Universal City Studios, Inc. v. Reimerdes 00-9185 Second Circuit Court of Appeals


� http://www.eff.org/IP/DMCA/20020503_dmca_consequences.pdf


� � HYPERLINK "http://europa.eu.int/rapid/start/cgi/guesten.ksh?p_action.gettxt=gt&doc=IP/02/667|0|" ��http://europa.eu.int/rapid/start/cgi/guesten.ksh?p_action.gettxt=gt&doc=IP/02/667|0|�


RAPID&lg=EN&display=


� For a recent report containing a number of policy recommendations in relation to copyright in the digital era, notably concerning the impact of contract on contractual limitations in copyright law, see the Australian Copyright Law Review Committee Report Copyright and Contract Commonwealth of Australia 2002 ISBN 0642210462.





PAGE  
1

